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Data Management Plan	Comment by Casey, Patricia: This boilerplate text is designed for final data classified as “open” by the UF Data Classification Policy. Open classification requires de-identified data and published research results. For information on data storage, including storing sensitive or restricted data, see UF Research Computing https://www.rc.ufl.edu/help/getting-started/faculty-storage-options/ or contact the COE Office of Information and Instructional Technology https://education.ufl.edu/technology/. Studies using human subjects require IRB2 approval, including informed consents. Studies using a database that includes survey data or questionnaires answered by human subjects require an exempt protocol. Archival data analyses (e.g., published journal articles) do not have an IRB requirement. 

Roles and Responsibilities	Comment by Casey, Patricia: Additional guidance for writing and implementing a DMP is provided in the Implementation Guide for Public Access to Research Data, and at the Frequently Asked Questions About Providing Public Access To Data page.
[Insert name], PI, will lead the design, refinement, and execution of all data collection activities together with Co-PIs [Insert name] and [Insert name]. Dr. [Insert name] will be responsible for implementing this data management plan, including maintaining the confidentiality, security, and accessibility of the data. The PI will ensure all terms of this data management plan are met even if the data to be shared are not ready for access until after the award is completed. Dr. [Insert name] will manage any necessary funding for data management as part of budget oversight. While the PI is engaged by the University of Florida (UF), data that are obtained with the use of university support are the property of the university, but the PI understands that the federal government has the right to obtain, reproduce, publish, or otherwise use the data produced under this award and to authorize others to receive, reproduce, publish, or otherwise use such data for federal purposes. 	Comment by Casey, Patricia: You may delete this sentence if there is no money budgeted for implementing the DMP. Otherwise, any item incurring a cost must be included in the budget and justification.
If the PI leaves the project or university, he/she will designate another contact person and will post this information on the project website. PIs who leave the university may be permitted to copy their laboratory notebooks and other research data, take the copies with them, and take samples of tangible property with them; however, original notebooks and other research data will remain at the university. In accordance with recognized scientific research procedures, PIs are required to record all research data and information accurately and clearly and to keep all such data in a permanent and retrievable form. PIs are required to maintain the confidentiality of the data and securely store tangible property consistent with the UF Intellectual Property Policy and UF Risk Management Policy for protection of data. 
In annual reports to the U.S. ED, the PI will provide information on the progress of data management and the issues outlined in this data management plan. The final report to the U.S. ED will discuss execution and any updates to the original data management plan. When the tasks outlined in this data management plan have been completed, the PI will notify the designated U.S. ED program officer via email with information on the disposition of the data and documentation. The PI will also provide metadata to U.S. ED and to the public to support discoverability of the data.

Types of Data to Be Shared 
The PI understands that final research data are the recorded factual material commonly accepted in the scientific community as necessary to document and support research findings. All final research data will be shared. Data that are made accessible will be free of identifiers that would allow an association with any individual participating in the research as well as other elements that could lead to deductive disclosure of the individual study participants. Data types could include but are not limited to text, spreadsheets, images, software, audio files, video files, reports, surveys, technical reports, and executive summaries. Quantitative data collected in the project will include demographic variables, raw scores (if necessary to recreate final analyses), subscale scores, and scale scores. Qualitative data will be captured through the use of surveys, questionnaires, checklists, participant interviews, and observation protocols. District, school, and individual student data will be used for a variety of analyses. Extant data at the school district level could include lunch program participation, state standardized test results, gender, and racial/ethnic background. Some data may be aggregated to avoid risk of disclosure. 	Comment by Casey, Patricia: For most studies, an electronic file will constitute the final research data. This dataset should include the final, cleaned data and may include both original data and derived variables, which will be fully described in accompanying documentation. Note that final research data does not mean summary statistics or tables, but rather the factual information on which summary statistics and tables are based.	Comment by Casey, Patricia: Please describe the types of data generated in the project. Any risks of disclosure of study participants should be discussed below in the paragraph Managing and Maintaining Confidentiality of the Data, especially concerning photographs, video, or data collected on paper. Only final data need to be shared.	Comment by Casey, Patricia: Per IES policy:
Where possible, researchers may address the limitations of disclosure risk through the aggregation of data. If researchers believe that full sharing of final data is not possible, they must provide a written rationale in the DMP.

Managing and Maintaining Confidentiality of the Data
This project will include human subject data and thus will require UF Institutional Review Board (IRB) approval. The PI will work to maximize access to data, while assuring management of the data follows UF IRB guidelines to protect the rights and privacy of human subjects at all times. Specifically, the PI will develop informed consent/assent procedures that protect the rights of study participants as well as the confidentiality of the data as required by the UF IRB, state, and federal laws and regulations. For this project, informed consent/assent statements will use language that will not prohibit the de-identified data from being shared with the research community. For confidentiality purposes, an arbitrary identification number will be assigned to each participant (i.e., schools, teachers, and students), and will be associated with the data collected. All measures will be coded and entered by the unique participant number to ensure confidentiality, and participant numbers will be stored separately in a secure location. All data will be de-identified and will not allow for disclosure of the study participants. To be considered de-identified, data will meet the requirements set forth by the UF Privacy Office. Therefore, data for this project will not be considered sensitive or restricted by the UF IRB, state, or federal laws and regulations. In accordance with the UF Data Classification Policy, the final data generated in this project will be classified as “open” with no limitations for sharing. This classification will be documented and communicated with project staff who will apply the appropriate controls based on this classification.
The data gathered in this study will be housed at the UF College of Education, Norman Hall, Gainesville, Florida. Building security is monitored by the UF Police Department 24 hours per day, each day of the year. Completed human subject informed consent/assent paper forms as well as any other data recorded on paper will be stored in a locked filing cabinet in the PI’s office, which is also locked. Once the study is completed and the data have been analyzed, data in paper format will be properly archived until retention requirements have been met. 	Comment by Casey, Patricia: Any identifying information on paper would need to be redacted before shared. This DMP does not include language for sharing data in paper format.
During data collection and analyses, project researchers will utilize information and storage systems which have already been assessed for risk and approved in accordance with the UF Risk Management Policy. All digital data generated in this project, including photographs, videos, and audio files, will be stored using preapproved UF storage systems. The College of Education, Office of Information and Instructional Technology will provide effective administrative and technical computing support for this project, including server storage for up to 1TB of data at no cost to this project. The PI anticipates that data storage needs will not exceed this amount. Authentication and access control are managed and provided by associations with UF Gatorlink accounts. This storage is hosted on a server managed by UF Information Technology utilizing UF Enterprise Storage, and thus will not require a risk assessment. Only data that have been de-identified will be shared with any of the project team who are external to UF and who do not have a UF Gatorlink account. DropBox for Faculty, OneDrive for Business, or Google G Suite will be utilized for this purpose. Procedures to ensure data integrity and security will be developed and adhered to for every aspect of data entry, verification, modification, backup, and retrieval. Data processes will comply with relevant university, state, and federal regulations and recommendations.	Comment by Casey, Patricia: Risk assessments must be initiated by the researcher, through the UF Risk Management Portal, on any and all systems, processes, or devices which have not been previously assessed.	Comment by Casey, Patricia: If project needs exceed 1TB of data or the researcher desires an independent instance of hosted storage, the project will need to account for the associated costs.  For cost details, see https://hosting.it.ufl.edu/pricing/ and https://www.rc.ufl.edu/services/.

Identification of Data Repositories
The PI will pre-register the study with the Registry of Efficacy and Effectiveness Studies https://sreereg.icpsr.umich.edu/sreereg/ within the first year of the project as stated in the IES Standards for Excellence in Education Research (SEER) Principles. Interested parties can also access the data through the Institutional Repository at UF (IR@UF) https://ufdc.ufl.edu/ufir.   	Comment by Casey, Patricia: This is a new item strongly suggested by IES as it is part of the SEER Principles. https://ies.ed.gov/seer/index.asp
Please see this page for a list of suggested options for preregistration: https://ies.ed.gov/seer/preregistration.asp	Comment by Casey, Patricia: Please add a sentence or two describing whichever repository you choose to meet SEER suggestions and confirm that the data will be accessible. In all mentions of the IR@UF throughout this document, you should add similar text relevant to the repository you choose. You may also decide to delete IR@UF in all instances. Please make the header of this paragraph singular if you delete IR@UF.

Expected Schedule for Data Sharing
The PI will work to provide electronic data derived from this project upon request, in a timely manner, and on a nondiscriminatory basis. All final data will be shared once the findings from the final analyses are completed and published in a peer-reviewed scholarly publication. Peer-reviewed publications resulting from the study will be accompanied by the final research dataset. The final research dataset used for final peer-reviewed publications will be available via the IR@UF at the time of publication. The PI will submit electronic versions of final manuscripts to ERIC upon acceptance for publication in a peer-reviewed journal or as a final deliverable by U.S. ED. ERIC makes the final manuscript available 12 months after the publication of the article, unless the publisher allows for earlier access. The PI will ensure that publishing agreements originating from IES-funded research, including copyright assignments with publishers or other third parties, are consistent with the IES policy regarding public access to research. Data will remain accessible for a minimum of 10 years after the date on which the data become accessible as required by IES guidelines. The PI understands that data accessibility will be reviewed at the annual progress reviews and revised as necessary.	Comment by Casey, Patricia: The author's final manuscript is defined as the final version accepted for publication (or delivery) and includes all modifications from the peer (or program office) review process.	Comment by Casey, Patricia: IES requires grantees and contractors to submit the electronic version of their final manuscripts to ERIC upon acceptance for publication in a peer-reviewed journal or as a final deliverable by the U.S. ED. Researchers who author publications that are published by IES do not need to submit their work to ERIC. For more IES public access requirements, see https://ies.ed.gov/funding/researchaccess.asp

Format of Final Electronic Dataset 
Final data will be stored in nonproprietary, uncompressed, unencrypted formats commonly utilized within the research community. Data formats will be open and documented, and the sustainability of the format and preservation of the software needed to access the data will be a primary consideration. The data generated from this project will be available in several widely used formats as follows: 	Comment by Casey, Patricia: Some examples include
Audio Files: MP3, WAV, WMA,  AIFF
Archiving or Compression:  GZIP, TAR, StuffIt, ZIP, 7z, CAB
Databases: CSV, XML, JSON
Geospatial: DBF, GeoTIFF, NetCDF, 
Images, moving: AVI, MOV, MPEG
Images, still: JPEG, PDF, PNG, TIFF
Statistics: ASCII, DTA, POR, SAS, SAV
Tabular data: CSV, TSV
Text: ASCII, HTML, NITF, UTF-8,  XML
Web archive: WARC


Metadata
Accurately describing and documenting data allow other researchers to understand and track important details of the work and to replicate the analysis performed by the original research team. In addition, providing metadata about the data also facilitates search and retrieval of the data when deposited in a repository. The Data Documentation Initiative (DDI; http://www.ddialliance.org/) will be used in the proposed project as the metadata standard to describe the data in order to facilitate interpretation and understanding. A comprehensive, stand-alone metadata document will be uploaded to the IR@UF with the dataset. The document will inform other researchers of the steps they will need to take to replicate the final study dataset, including directions for requesting and obtaining the necessary data as well as directions (i.e., programming files, codebook) for coding the data in order to create the analytical measures and to merge those measures to construct the final study dataset. The document will include a summary of the purpose of the data collection, methodology, and procedures used to collect the data, timing of the data collection, as well as details of the data codes, definition of variables, variable field locations, and frequencies. 

Method of Data Sharing 
The results of the proposed research, including the results of associated statistical analyses, will be disseminated primarily through publication in journals and conference presentations. Published analyses will be available in print or electronically from publishers, subject to subscription/printing charges and copyrights. The PI will submit electronic versions of final manuscripts which include all modifications from the peer-review process to ERIC upon acceptance for publication in a peer-reviewed scholarly publication. The PI will ensure all final peer-reviewed manuscripts that arise directly from this award are submitted to ERIC, even if the PI is not an author or co-author of the paper. 
Interested parties should request data directly from the PI or access the data through the IR@UF, so that other researchers may replicate analyses or explore the data to answer new questions. Only de-identified data will be included in the final project analyses. Final project data will be shared with all researchers who agree to any repository requirements and a confidentiality clause as described in the Data Sharing Agreement section. The PI will host access requirements on a project website to provide contact information and updates on project status. Depending on the size of the request, data may be provided via email, the IR@UF, Dropbox for Faculty, OneDrive for Business, or Google G Suite. For large files, the PI will use File-Express (https://file-express.ufl.edu/), a UF web-based service that utilizes a secure server allowing UF researchers to share a maximum single file size of 5 GB with members of both the UF and non-UF community around the world. Curriculum materials will be made available via the project website, the IR@UF, and/or the national Multimedia Educational Resource for Learning and Online Teaching (MERLOT; https://www.merlot.org) repository where they will be peer reviewed. 	Comment by Casey, Patricia: Please delete if this will not be used.
For long-term data storage, this project will utilize the IR@UF. The IR@UF is the digital archive for the intellectual output of the UF community and will provide long-term, open access free of commercial cost, incurring no additional expense to this project. The UF Libraries established and supports the IR@UF in order to offer a central location for the collection, preservation, and worldwide dissemination of scholarly, research, and creative production alongside historical materials from UF. The historical materials provide context for research and researchers, enabling insight into the history, nature, and culture of UF. A direct, permanent URL link to the dataset will be made available through the IR@UF (https://ufdc.ufl.edu/ufir). The current contact for the repository is Chelsea Johnston, Scholarly Repository Librarian, (352) 273-2904, cjohnston@ufl.edu. Items submitted to the IR@UF will be retained indefinitely and archived according to current best practice. The IR@UF will attempt to ensure continued usability and accessibility and will migrate items to new formats as necessary. 	Comment by Casey, Patricia: IES requires data to be available for at least 10 years. Please be sure all other repositories meet this requirement before deleting IR@UF.

Data Sharing Agreement
The PI will work to provide data with as few restrictions as possible. Access to data can be facilitated by contacting the PI. The PI, in conjunction with the Co-PIs, will vet requests for data access to help promote efficient and effective data release practices. As part of the data sharing process, users must agree to the conditions of use governing access to the public release of data, including a commitment to (a) securing the data at the recipient site to ensure privacy and confidentiality standards; (b) prohibiting manipulation of the data for the purposes of identifying study participants; (c) destroying the data after analyses are completed; (d) using the data for research purposes only; (e) avoiding redistribution of the data to third parties; and (f) properly acknowledging the data source. 

Factors That Might Impinge on Data Sharing
As stated previously, de-identified data for this project will not be considered sensitive or restricted by the UF IRB, state, or federal regulations. In accordance with the UF Data Classification Policy, final data generated in this project will be assigned as “open” with no limitations for sharing. Data will be shared with all researchers who agree to the terms described in the Data Sharing Agreement. The PI does not anticipate any significant intellectual property issues involved with the acquisition of the data. Interested parties should request data directly from the project PI or access the data through the IR@UF. 
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